
Internal Contract Tracking #:       Solicitation #: SK18001         Vendor #: VC195597

Contract #: AR3228

STATE OF UTAH COOPERATIVE CONTRACT

1. CONTRACTING PARTIES:  This contract is between the Utah Division of Purchasing and the following Contractor: 

Hewlett Packard Enterprise Company

Name

14231 Tandem Blvd.
Street Address

Austin TX 78728

City State Zip

Vendor # VC195597   Commodity Code #: 920-05   Legal Status of Contractor: Corporation

Contact Name: Nancy Schwarz   Phone Number: 480-636-0267   Email: nancy.schwarz@hpe.com

2. CONTRACT PORTFOLIO NAME: Data Communications Products and Services.

3. GENERAL PURPOSE OF CONTRACT: Provide Data Communications Products and Services for the Award Categories provided in 
Attachment B – Scope of Work..

4. PROCUREMENT: This contract is entered into as a result of the procurement process on FY2018, Solicitation# SK18001

5. CONTRACT PERIOD: Effective Date: Tuesday, October 01, 2019. Termination Date: Monday, September 30, 2024 unless terminated 
early or extended in accordance with the terms and conditions of this contract. Renewal Options: Two (2) one year renewal options.

6. Administrative Fee (if any): Contractor shall pay to NASPO ValuePoint, or its assignee, a NASPO ValuePoint Administrative Fee of 
one-quarter of one percent (0.25% or 0.0025) of contract sales no later than 60 days following the end of each calendar quarter. The 
NASPO ValuePoint Administrative Fee shall be submitted quarterly and is based on sales of the Services

7. Prompt Payment Discount Details (if any): N/A.

8. ATTACHMENT A: NASPO ValuePoint Master Terms and Conditions
ATTACHMENT B: Scope Awarded to Contractor
ATTACHMENT C: Pricing Discounts and Value Added Services
ATTACHMENT D: State and Local Government and Education Customer Return Policy; EULA

Any conflicts between Attachment A and the other Attachments will be resolved in favor of Attachment A.

9. DOCUMENTS INCORPORATED INTO THIS CONTRACT BY REFERENCE BUT NOT ATTACHED:
a. All other governmental laws, regulations, or actions applicable to the goods and/or services authorized by this contract.
b. Utah Procurement Code, Procurement Rules, and Contractor’s response to solicitation # SK18001.

10. Each signatory below represents that he or she has the requisite authority to enter into this contract.

IN WITNESS WHEREOF, the parties sign and cause this contract to be executed. Notwithstanding verbal or other representations by 
the parties, the “Effective Date” of this Contract shall be the date provided within Section 5 above.  

      CONTRACTOR     DIVISION OF PURCHASING

Contractor's signature Date Director, Division of Purchasing Date

Type or Print Name and Title
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Attachment B – Scope Awarded to Contractor

I. Data Communications Award Categories

The scope for this contract is as provided below. Contractor may offer products (i.e. white box, artificial 
intelligence, etc.) and services within the Categories it received an award in. Each category also allows for 
Internet of Things (IoT) products.  These products must be an IoT product that can be deployed within, 
upon, or integrated into a government agency’s physical asset to address government line of business 
needs. Proposals are expected to include IoT products designed to support common government lines of 
business in specific subcategories i.e. routers, switches, end points, etc.  IoT products can only be provided 
in categories that the vendor is awarded in and can include endpoints that support items in that category.  

Category 1.2: NETWORKING

1.2.1 Network Application Services.  

Application networking solutions and technologies that enable the successful and secure delivery of 
applications to local, remote, and branch-office users using technology to accelerate, secure, and increase 
availability of both application traffic and computing resources. 

1.2.1.1  Virtualized Load Balancers vices that act like a reverse proxy to distribute network 
and/or application traffic across multiple servers to improve the concurrent user capacity and overall 
reliability of applications. Capabilities should include: 

SSL (Secure Sockets Layer) Off-loading 
Caching capabilities 
Layer 4 Load Balancing 
Layer 7 Load Balancing 
Detailed Reporting 
Supports multiple load balancers in the same system for multiple groups 
Supports TLS1.2 

1.2.1.2  WAN Optimization ollection of techniques for increasing data-transfer 
efficiencies across wide-area networks (WAN). Capabilities should include: 

CIFS (Common Internet File System) acceleration 
Data Compression 
SSL encryption/decryption for acceleration (Optional) 
Layer 4-7 visibility 
Application Sp  

messages). 

1.2.2 Networking Software.  

Software that runs on a server, or within the Cloud, and enables the server to manage data, users, groups, 
security, applications, and other networking functions. The network operating system is designed to allow 
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transfer of data among multiple computers in a network, typically a local area network (LAN), a private 
network or to other networks. Networking software capabilities should include: 

Restartable Process 
High availability options 
Targeted operating systems, i.e. DC, campus, core, wan, etc. 
Operating System Efficiencies 
Network analysis tools 
messages). 

1.2.2.1  Network Management and Automation network 
automation, cloud computing, and IT systems management. 

1.2.2.2 Data Center Management and Automation 
automate manual tasks across servers, network, applications,  

1.2.2.3 Cloud Portal and Automation oducts and solutions for cloud management with 
policy-based controls for provisioning virtual and physical resources. 

1.2.2.4 Branch Office Management and Automation 
management of branch offices. Capabilities include remote troubleshooting, device management, and 
WAN performance monitoring. 

1.2.3 Network Optimization and Acceleration.  

Devices and tools for increasing data-transfer efficiencies across wide-area networks. 

1.2.3.1  Data Analytics  Appliance for improving network management by more effectively factoring in 
-time 

insights into network traffic to determine the value of different portions of that traffic.   

1.2.3.2  Dynamic Load Balancing (Network Traffic Management) orms a series 
of checks and calculations to determine which server can best service each client request in order to select 
the server that can successfully fulfill the client request and do so in the shortest amount of time without 
overloading either the server or the server farm as a whole. 

1.2.3.3  WAN Acceleration andwidth to improve the end user's experience 
on a wide area network (WAN). Capabilities should include: 

CIFS acceleration 
Data Compression 
SSL encryption/decryption for acceleration (Optional) 
Layer 4-7 visibility 

 

1.2.3.4  High Availability and Redundancy isruption to network uptime should an appliance 
face unforeseen performance issues. Transparently redistributes workloads to surviving cluster appliances 
without impacting communication throughout the cluster. 

1.2.4 Optical Networking.  
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High capacity networks based on optical technology and components that provide routing, grooming, and 
restoration at the wavelength level as well as wavelength based services. 

1.2.4.1  Core DWDM (Dense Wavelength Division Multiplexing) Switches Switches used in systems 
designed for long haul and ultra long-haul optical networking applications. 

1.2.4.2  Edge Optical Switches o the enterprise or service provider core 
networks. 

1.2.4.3  Optical Network Management  network and allows 
operators to execute end-to-end circuit creation.  

1.2.4.4 IP over DWDM (IPoDWDM) ed to integrate IP Routers and Switches in the OTN 
(Optical Transport Network). 

 

Category 1.3: ROUTERS, SWITCHES, SECURITY, AND NETWORKING STORAGE

1.3.1 Routers.  

A device that forwards data packets along networks. A router is connected to at least two networks, 
commonly two LANs or WANs or a LAN and its ISP's network. Routers are located at gateways, the places 
where two or more networks connect, and are the critical device that keeps data flowing between 
networks and keep the networks connected to the Internet. 

1.3.1.1 Branch Routers y used in branch offices or locations with limited 
numbers of users and supports flexible 
acceleration, etc. 

1.3.1.2 Network Edge Routers ding at the edge or boundary of a network. This 
router ensures the connectivity of its network with external networks, a wide area network or the 
Internet. An edge router uses an External Border Gateway Protocol, which is used extensively over the 
Internet to provide connectivity with remote networks. 

1.3.1.3 Core Routers - High performance, high speed, low latency routers that enable Enterprises to 
deliver a suite of data, voice, and video services to enable next-

Software as a Service (SaaS). 

1.3.1.4 Service Aggregation Routers ltiservice adaptation, aggregation and routing for 
Ethernet and IP/MPLS networks to enable service providers and  enterprise edge networks 
simultaneously host resource-intensive integrated data,  voice and video business and consumer services. 

1.3.1.5 Carrier Ethernet Routers routers that enable service providers to deliver a 
suite of data, voice, and video services to enable next-
D a Service (SaaS). 

1.3.2 Security. 

1.3.2.1 Data Center and Virtualization Security Products and Appliances Products designed to protect 
high-value data and data center resources with threat defense and policy control. 
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1.3.2.2 Intrusion Detection/Protection and Firewall Appliances ide comprehensive inline 
network firewall security from worms, Trojans, spyware, key loggers, and other malware.  This includes 
Next-Generation Firewalls (NGFW), which offer a wire-speed integrated network platform that performs 
deep inspection of traffic and blocking of attacks.  Intrusion Detection/Protection and Firewall Appliances 
should provide: 

Non-disruptive in-line bump-in-the-wire configuration 
Standard first-generation firewall capabilities, e.g., network-address translation (NAT), stateful 

 
Application awareness, full stack visibility and granular control 
Capability to incorporate information from outside the firewall, e.g., directory-based policy, 
blacklists, white lists, etc. 
Upgrade path to include future information feeds and security threats 
SSL decryption to enable identifying undesirable encrypted applications (Optional) 

1.3.2.3 Logging Appliances and Analysis Tools and 
securely store log messages. 

1.3.2.4 Secure Edge and Branch Integrated Security Products 
prevention for branches and the network edge. Products typically consist of appliances or routers. 

1.3.2.5 Secure Mobility Products calable access to corporate applications across 
multiple mobile devices. 

1.3.2.6  Encryption Appliances  device that applies crypto services at the network 
transfer layer - above the data link level, but below the application level. 

1.3.2.7  On-premise and Cloud-based services for Network Communications Integrity Solutions that 
provide threat protection, data loss prevention, message level encryption, acceptable use and application 
control capabilities to secure web and email communications. This could include cloud access security 
brokers (CASBs) and DNS security.  

1.3.2.8  Secure Access cess to the network for any device, including 
personally owned mobile devices (laptops, tablets, and smart phones). Capabilities should include: 

Management visibility for device access 
Self-service on-boarding 

 
Differentiated access and services 
Device Management 

1.3.3 Storage Networking. 

High-speed network of shared storage devices connecting different types of storage devices with data 
servers. 

1.3.3.1 Director Class SAN (Storage Area Network) Switches and Modules scalable, high-
performance, and protocol-independent designed primarily to fulfill the role of core switch in a core-edge 
Fibre Channel (FC), FCOE or similar SAN topology. A Fibre Channel director is, by current convention, a 
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switch with at least 128 ports. It does not differ from a switch in core FC protocol functionality. Fibre 
Channel directors provide the most reliable, scalable, high-performance foundation for private cloud 

 

1.3.3.2 Fabric and Blade Server Switches Channel switch is a network switch compatible with 
the Fibre Channel (FC) protocol. It allows the creation of a Fibre Channel fabric, which is currently the core 
component of most SANs. The fabric is a network of Fibre Channel devices, which allows many-to-many 
communication, device name lookup, security, and redundancy. FC switches 
mechanism that disables unwanted traffic between certain fabric nodes. 

1.3.3.3 Enterprise and Data Center SAN and VSAN (Virtual Storage Area Network) Management 
Management tools to provisions, monitors, troubleshoot, and administer  

1.3.3.4 SAN Optimization secure SAN performance (ie. Encryption of data-
at-rest, data migration, capacity op etc. 

1.3.4: Switches.  

Layer 2/3 devices that are used to connect segments of a LAN (local area network) or multiple LANs and 
to filter and forward packets among them. 

1.3.4.1 Campus LAN – Access Switches connectivity for devices to the network and 
controls user and workgroup access to internetwork resources. The following are some of the features a 
campus LAN access switch should support:  

1. Security 
a.  
b. 802.1X (Port Based Network Access Control) 
c. Port Security  
d. DHCP (Dynamic Host Configuration Protocol) Snooping  

2.  
3. Fast Ethernet/Gigabit Ethernet 
4. PoE (Power over Ethernet) 
5. link aggregation 
6. 10 Gb support 
7. Port mirroring 
8. Span Taps 
9. Support of IPv6 and IPv4 
10. Standards-based rapid spanning tree 
11. Netflow Support (Optional). 

1.3.4.2 Campus LAN – Core Switches tches are generally used for the campus 
backbone and are responsible for transporting large amounts of traffic both reliably and quickly. Core 
switches should provide: 

High bandwidth  
Low latency 
Hot swappable power supplies and fans 
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Security 
o SSHv2 
o MacSec encryption  
o Role-Based Access Control Lists (ACL)  

Support of IPv6 and IPv4 
1/10/40/100 Gbps support 
IGP (Interior Gateway Protocol) routing 
EGP (Exterior Gateway Protocol) routing 

 
Protocol) Support 

Netflow Support. 

1.3.4.3 Campus Distribution Switches a from all the access layer switches and forward 
it to the core layer switches. Traffic that is generated at Layer 2 on a switched network needs to be 
managed, or segm  
the inter- unicate with another on the network. 
Distribution layer switches provides advanced security policies that can be applied to network traffic using 
Access Control Lists (ACLs). 

High bandwidth  
Low latency 
Hot swappable power supplies and fans 
Security (SSHv2 and/or 802.1X) 
Support of IPv6 and IPv4 
Jumbo Frames Support 
Dynamic Trunking Protocol (DTP) 
Per-  
Switch-port auto recovery 
NetFlow Support or equivalent 

1.3.4.4 Data Center Switches er 2/3 switches, switch all packets in the 
data center by switching or routing good ones to their final destinations, and discard unwanted traffic 
using Access Control Lists (ACLs) a minimum of 10 Gigabit speeds. High availability and modularity 
differentiates a typical Layer 2/3 switch from a data center switch. Capabilities should include: 

High bandwidth  
Low latency 
Hot swappable power supplies and fans 
Ultra-low latency through wire-speed ports with nanosecond port-to-port latency and hardware-
based Inter-Switch Link (ISL) trunking 
Load Balancing across Trunk group able to use packet based load balancing scheme 
Bridging of Fibre Channel SANs and Ethernet fabrics 
Jumbo Frame Support 
Plug and Play Fabric formation that allows a new switch that joins the fabric to automatically 
become a member 
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Ability to remotely disable and enable individual ports 
Support NetFlow or equivalent 

 

1.3.4.5 An application in SDN that manages flow control to enable 
intelligent networking. 

1.3.4.6 Software Defined Networks (SDN) - Virtual
support software manipulation of hardware for specific use cases. 

1.3.4.7 Software Defined Networks (SDN) Controllers - is an application in software-defined 
networking (SDN) that manages flow control to enable intelligent networking. SDN controllers are based 
on protocols, such as OpenFlow, that allow servers to tell switches where to send packets. The SDN 
controller lies between network devices at one end and applications at the other end. Any 
communications between applications and devices have to go through the controller. The controller uses 
multiple routing protocols including OpenFlow to configure network devices and choose the optimal 
network path for application traffic. 

1.3.4.8 Carrier Aggregation Switches tion switches route traffic in addition to bridging 
(transmitted) Layer 2/Ethernet traffic. Carrier aggregation switches’ major characteristics are: 

Designed for Metro Ethernet networks 
Designed for video and other high bandwidth applications 
Supports a variety of interface types, especially those commonly used by Service Providers  

Capabilities should include: 

Redundant Processors 
Redundant Power 
IPv4 and IPv6 unicast and multicast   
High bandwidth  
Low latency 
Hot swappable power supplies and fans 
MPLS (Multiprotocol Label Switching) 
BGP (Border Gateway Protocol)  

 
Policy based routing   
Layer 2 functionality  

o  
o Rapid Spanning Tree  
o  
o Layer 2 Class of Service (IEEE 802.1p)  
o Link Aggregation Control Protocol (LACP) 
o QinQ (IEEE 802.1ad) 

1.3.4.9 Carrier Ethernet Access Switches  Ethernet access switch can connect directly to the 
 a network interface on the service side to provide layer 2 services.  
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Hot-swappable and field-replaceable integrated power supply and fan tray 
AC or DC power supply with minimum  
Ethernet and console port for manageability 
SD flash card slot for additional external storage 
Stratum 3 network clock 
Line-rate performance with a minimum of 62-million packets per second (MPPS) forwarding rate 
Support for dying gasp on loss of power 
Support for a variety of small form factor pluggabl
Device Object Model (DOM) 
Timing services for a converged access network to support mobile solutions, including Radio 
Access Network (RAN) applications 
Support for Synchronous Ethernet (SyncE) services 
Supports Hierarchical Quality of Service (H-QoS) to provide granular traffic-shaping policies 
Supports Resilient Ethernet Protocol REP/G.8032 for rapid layer-two convergence 
 

Category 1.4: WIRELESS.  

Provides connectivity to wireless devices within a limited geographic area. System capabilities should 
include: 

Redundancy and automatic failover 
IPv6 compatibility 
NTP Support 

1.4.1 Access Points device that allows wireless devices to connect 
to a wired network using Wi-Fi, or related standards. Capabilities should include: 

802.11a/b/g/n 
802.11n 
802.11ac 
Capable of controller discovery method via DHCP (onsite controller or offsite through Cloud 
Architecture) 
UL2043 plenum rated for safe mounting in a variety of indoor environments 
Support AES-CCMP (128-bit) 
Provides real-time wireless intrusion monitoring and detection 

1.4.2 Outdoor Wireless Access Points 
other type of mount. During operations they can tolerate a wide temperature range, high humidity and 
exposure to water, dust, and oil. Capabilities should include: 

Flexible Deployment Options 
Provides real-time wireless intrusion monitoring and detection 
Capable of controller discovery method via DHCP (onsite controller or offsite through Cloud 
Architecture) 
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1.4.3 Wireless LAN Controllers ight-weight access 
points in large quantities by the network administrator or network operations center. The WLAN 
controller automatically handles the configuration of wireless access-points. Capabilities should include: 

Ability to monitor and mitigate RF interference/self-heal 
Support seamless roaming from AP to AP without requiring re-authentication 
Support configurable access control lists to filter traffic and denying wireless peer to peer traffic 
System encrypts all management layer traffic and passes it through a secure tunnel 
Policy management of users and devices provides ability to de-
denying the credentials of the user, nor disrupting other AP traffic 
Support configurable access control lists to filter traffic and denying wireless peer to peer traffic 

1.4.4 Wireless LAN Network Services and Management administrators to quickly 
plan, configure and deploy a wireless network, as well as provide additional WLAN services. Some 
examples include wireless security, asset tracking, and location services. Capabilities should include: 

Provide for redundancy and automatic failover 
Historical trend and real time performance reporting is supported 
Management access to wireless network components is secured 
SNMPv3 enabled 
RFC 1213 compliant  
Automatically discover wireless network components 

 
Capability to support Apple’s Bonjour Protocol / mDNS 
QoS / Application identification capability 

1.4.5 Cloud-based services for Access Points -based management of campus-wide WiFi 
deployments and distributed multi-site networks. Capabilities include: 

Zero-touch access point provisioning 
Network-wide visibility and control 

 
Firmware updates 

1.4.6 Mobile Device Management (MDM) MDM 
personally owned mobile devices (laptops, tablets, and smart phones) to their workplace, and use those 
devices to access privileged government information and applications in a secure manner. Capabilities 
should include: 

Ability to apply corporate policy to new devices accessing the network resources, whether wired 
or wireless 
Provide user and devices authentication to the network 
Provide secure remote access capability 
Support 802.1x  
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II. Value Added Services 

For each Award Category above, the following valued services should also be available for procurement 
at the time of product purchase or anytime afterwards. This provided list of value added services is not 
intended to be exhaustive, and may be updated pursuant to the terms of the resulting Master Agreement  

2.1 Maintenance Services technical support, software maintenance, flexible 
hardware coverage, and smart, proactive device diagnostics for hardware. 

2.2 Professional Services  

a. Deployment Services  
i.

review/validation, and readiness assessment. 
ii.

configuration or end-to-end integration and deployment. 
iii.

readiness, identify ways 
Customer’s infrastructure, applications and service management. 

b.
management, problem management, change 
reporting that may be on a subscription basis. 

c.
security and performance of Customer’s existing solutions. 

d. Data 
roadmaps for transforming Customer’s existing network architecture and operations 
management. 

e. -specific tasks to be accomplished and/or services 
to be delivered based on Customer’s business and technical requirements. 

f. Testing Services – Includes, but not limited to, testing the availability, reliability, security and 
performance of Customer’s existing solutions 

2.3 Partner Services  

a. Subject to Contractor’s approval and the certifications held by its Partners/Resellers, many 
Partners/Resellers can also offer and provide some or all of the Services as listed above at 
competitive pricing, along with local presence and support.  As the primary Contractor (OEM), 
Contractor is ultimately responsible for the service and performance of its Partners/ Resellers. 
Customers may have the option to purchase the Services to be directly delivered by Contractor 
(OEM) or its certified Partners/Resellers. 

2.4 Training on networking technologies, including but not 
limited to designing, implementing, operating, configuring, and troubleshooting network systems 
pertaining to items provided under the master agreement. 
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III. Product Line Additions 

During the contract term Contractor may submit a request to update product catalog that falls within 
the scope listed in herein this Attachment B as new technology is introduced, updated or removed from 
the market.  Lead State will evaluate requests and update the contract offering as appropriate.  New 
product additions to the same 
service category.   

A. Minimum Discount % 

The Minimum Discount % off List shall be firm fixed for the duration of the contract.  However, the list 
prices may fluctuate through the life of the contract, as provided within Attachment A.  Contractor may 
offer increased discounts upon achievement of contract volume milestones. Minimum guaranteed 
contract discounts do not preclude Contractor 
additional, incremental discounts at their sole discretion. Purchasing entities shall benefit from any 
promotional pricing offered by the Contractor to similar customers.  Promotional pricing shall not be 
cause for a permanent price change. 

 

 







State and Local Government and Education Customer Return Policy

Products Not Eligible:

Refurbished products: branded product

RETURN OF PRODUCTS

Attachment D - State and Local Government and Education Customer Return Policy; EULA

Attachment D Page 1 of 4



reserves the right to refuse any return that does not meet the requirements stated below:

Package - Product must be returned in the original shipping packaging. In the event the packaging is not 
available or unusable, it must be noted when requesting an RMA.    

If possible, remove all mailing labels on the outside of the box that references the customer address or simply mark 
out the mailing labels address with a marker.  The customer will either receive a mailing label via email that 
should be attached to the return products and/or will be provided a label by the carrier.  Be sure to mark your 
RMA number on the box.   

If product for more than one RMA is being returned in the same box, make sure that all RMA numbers are listed 
on both the mailing label and packing list. If products are received at the Returns Center without valid RMA 
numbers on the mailing label, your credit may be delayed and proof of delivery or other supporting 
documentation may be required.  

The RMA number(s) must appear clearly on the box, as returns will not be accepted without an RMA number. 
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End User License Agreement (“EULA”) - HPE NASPO ValuePoint Data Communications 

Contract #[insert] 

1. Applicability. This end user license agreement (the "Agreement") governs the use of accompanying software, 
unless it is subject to a separate agreement between you and Hewlett Packard Enterprise Company and its 
subsidiaries (“HPE”).  

2. Terms. This Agreement includes supporting material accompanying the software or referenced by HPE, which 
may be software license information, additional license authorizations, software specifications, published 
warranties, supplier terms, open source software licenses and similar content ("Supporting Material").  

3. Electronic Delivery. HPE may elect to deliver software and related software product or license information by 
electronic transmission or download.  

4. License Grant. If you abide by this Agreement, HPE grants you a non-exclusive, non-transferable license to use 
one copy of the version or release of the accompanying software for your internal purposes only, and is subject to 
any specific software licensing information that is in the software product or its Supporting Material. For non-HPE 
branded software, the third party’s license terms will govern its use. Your use is subject to the following 
restrictions, unless specifically allowed in Supporting Material:  

 You may not use software to provide services to third parties.  
 You may not make copies and distribute, resell or sublicense software to third parties.  
 You may not download and use patches, enhancements, bug fixes, or similar updates unless you have a 

license to the underlying software. However, such license does not automatically give you a right to 
receive such updates and HPE reserves the right to make such updates only available to customers with 
support contracts.  

 You may not copy software or make it available on a public or external distributed network.  
 You may not allow access on an intranet unless it is restricted to authorized users.  
 You may make one copy of the software for archival purposes or when it is an essential step in authorized 

use.  
 You may not modify, reverse engineer, disassemble, decrypt, decompile or make derivative works of 

software. If you have a mandatory right to do so under statute, you must inform HPE in writing about 
such modifications.  

5. Software Usage. Some software may require keys or other technical protection measures for access and HPE 
may monitor your compliance with the Agreement, remotely or otherwise.  

6. 90-day Limited Warranty. Subject to the Master Agreement, HPE warrants that HPE-branded software 
materially conforms to its specifications, if any, and is free of malware at the time of delivery; if you notify HPE 
within 90 days of delivery of non-conformance to this warranty, HPE will replace your copy.  

HPE does not warrant that the operation of software will be uninterrupted or error free, or that software will 
operate in hardware and software combinations other than as authorized by HPE in Supporting Material.  

7. Termination. This Agreement is effective until terminated or in the case of a limited-term license, upon 
expiration; however, your rights under this Agreement terminate if you fail to comply with it. Immediately upon 
termination or expiration, you will destroy the software and documentation and any copies, or return them to 
HPE. You may keep one copy of software and documentation for archival purposes. We may ask you to certify in 
writing you have complied with this section.  

8. General.  
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a. Transfer. You may not assign Software without prior written consent of HPE, payment of transfer fees and 
compliance with HPE's software license transfer policies. Authorized assignments will terminate your license to the 
software and you must deliver software and documentation and copies thereof to the assignee. The assignee will 
agree in writing to this Agreement. You may only transfer firmware if you transfer associated hardware.  

b. Audit. HPE may audit you for compliance with the software license terms. Upon reasonable notice, HPE may 
conduct an audit during normal business hours (with the auditor's costs being at HPE's expense).  

c. Open Source Components. To the extent the Supporting Material includes open source licenses, such licenses 
shall control over this Agreement with respect to the particular open source component. To the extent Supporting 
Material includes the GNU General Public License or the GNU Lesser General Public License: (a) the software 
includes a copy of the source code; or (b) if you downloaded the software from a website, a copy of the source 
code is available on the same website; or (c) if you send HPE written notice, HPE will send you a copy of the source 
code for a reasonable fee.  

9. SaaS Provisions. 

a. HPE Software-as-a-Service (HPE SaaS) Right of Use. For the duration specified in the Order, you may access and 
use HPE SaaS in accordance with Supporting Material and this Agreement. HPE may suspend your access to HPE 
SaaS where you provide false information when ordering, breach this Agreement, or use or attempt to use HPE 
SaaS in violation of law. You remains responsible for applicable fees through the date of suspension or 
termination. As long as HPE does not materially degrade the functionality of HPE SaaS: (i) HPE may modify the 
systems and environment used to provide HPE SaaS; and (ii) HPE may make any changes to HPE SaaS that it deems 
necessary or useful to maintain or enhance the quality or delivery of HPE’s services to its customers, the 
competitive strength of or market for HPE’s services, or HPE SaaS’ cost efficiency or performance.   

b. Usage Restrictions. You may only access HPE SaaS for its internal business purposes and not use for 
commercialization unless expressly permitted by Supporting Materials. You are responsible for any use of HPE SaaS 
through your credentials. Should you believe that there has been unauthorized use of your account, you must 
promptly notify HPE. You will not: (i) exceed any usage limitations identified in the Supporting Material; (ii) except 
to the extent expressly permitted in Supporting Material, sell, resell, license, sublicense, lease, rent, or distribute 
HPE SaaS or include HPE SaaS in other outsourcing offerings, or make any portion of HPE SaaS available for the 
benefit of any third party; (iii) copy or reproduce any portion of HPE SaaS; (iv) interfere with or disrupt the integrity 
or performance of HPE SaaS; (v) use HPE SaaS to send or store data that is obscene, offensive, libelous, tortuous or 
otherwise unlawful, violates any third party’s privacy rights, or infringes upon or misappropriates intellectual 
property rights; (vi) use HPE SaaS to disrupt or cause harm to a third party’s system or environment or evade 
filters; (vii) access HPE SaaS to build a competitive product or service; or (viii) reverse engineer HPE SaaS; (ix) 
disclose any information relating to the performance or operation of the HPE SaaS (including any benchmarking or 
other testing results) to any third party without the express prior written consent of HPE unless otherwise required 
by law; or (x) engage a third party to perform security testing on the HPE SaaS unless that third party enters into a 
written non-disclosure agreement directly with HPE. You will cooperate with HPE’s investigation of your 
compliance with the SaaS usage restrictions. You are responsible for complying with all terms of use for any 
software, content, service, or website you load, create, or access when using HPE SaaS.  

c. Data. You are solely responsible for the content created or placed into a HPE-provided system during your use of 
the HPE-provided system (“Customer-provided Data”). You will remain the sole and exclusive owner of all 
Customer-provided Data. You grant HPE the necessary rights to Customer-provided Data to allow HPE to use 
Customer-provided Data as necessary to provide such HPE-provided system, technical support, or as otherwise 
required by law. 
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